Course Duration: 3 Months
Course Timing: Week days (6.45 pm to 8.45 pm)
Course Fees: ₹ 30,000/- + Service Tax

Note:
- Application forms can be obtained from LIVE office at Loyola College on payment of Rs. 200/-.
- Duly filled in applications should reach the Director of LIVE on or before December 20th 2014.
- The Admission committee will make an evaluation and announce the selected candidates names to participate in this Certification course.
- The selected candidates have to pay the entire fees at the time of admission.
- Fee once paid will not be refunded.

For Course Registration: (10.00 am to 5.00 pm)

LIVE (LOYOLA INSTITUTE OF VOCATIONAL EDUCATION)
LOYOLA COLLEGE
Nungambakkam, Chennai – 600034
Tel: 044 – 28178200, Extn-324
Mobile: +91-97890 16557
Fax: 044 – 28175566
Website: www.loyolacollege.edu/live.html
Email: liveloyola1996@gmail.com

For Alternate Registration Assistance:
BRIGHT MY CAREER
- A Place for Career Potent -
BRIGHT MY CAREER
M/s. Opt Consultancy Service
Mobile: +91 98946 35665
Website www.brightmycareer.com
Email: brightmycareer@gmail.com
service@brightmycareer.com

LIVE (LOYOLA INSTITUTE OF VOCATIONAL EDUCATION)
LOYOLA COLLEGE
TO BEAT A HACKER
YOU HAVE TO BECOME ONE

HACKED?

Topic Covers
- Introduction to Ethical Hacking
- Cyber Laws
- Networking
- Foot printing and Reconnaissance
- Scanning Networks
- Enumeration
- System Hacking
- Trojans and Backdoors
- Viruses and Worms
- Sniffers
- APT & Social Engineering
- Denial of Service
- Session Hijacking
- Hacking Webservers
- Hacking Web Applications
- SQL Injection
- Hacking Wireless Networks
- Hacking Mobile Platforms
- Evading IDS, Firewalls, and Honeypots
- Reverse Engineering
- Exploit Writing & Buffer Overflow
- Metasploit
- Cryptography & Steganography
- Physical Security
- Penetration Testing

Guest Lectures
Guest lectures on Latest Trends, Live Demos, Case studies and Attacks in Information Technology will be explained by corporate team like, McAfee, Symantec Corporation, EMC Corporation etc.,

Who can attend?
- Corporate’s from Departments like – Network admin, Firewall admin, Malware analyzers, Associate Security Researcher’s, Testing professions and Penetration Testers.
- All Computer Science based Engineering, Arts & Science Candidates (Example: - BSc, BCA, MSc, MCA, BE, ME, PHD etc.)

Course Benefits / Advantages
- To understand how and where a hacker may try to access your business’ network.
- To understand the concepts about Intrusion Detection, Policy Creation, Social Engineering, DDoS Attacks,
- To know about Buffer Overflows and Virus Creation.
- To realize how Software cracking occurs and how to secure those methods.
- To learn advance security concepts like polymorphic virus, Network forensics etc.,

Trainer’s Profile
- Trained security specialists with experience in ethical hacking with world-leading web-security companies.
- Developed several security tools and products for a safer web-surfing environment.
- Found critical Vulnerabilities in leading products like Google plus, Google Hangout, Microsoft (Live.com), Twitter, Facebook, EC-Council Portal, Google Mail, Yahoo and What App, etc.
- Have imparted training to nearly 3000+ Candidates on Information Security across various domains / divisions and inaugurated several Corporate Training programs on Network / Web application security.

LIVE
LOYOLA INSTITUTE OF VOCATIONAL EDUCATION
LOYOLA COLLEGE
Nungambakkam, Chennai - 600034
Tel: 044 - 28178200 - Ext-324
Mobile: +91-97890 16557

BRIGHT MY CAREER
- bounce ahead
A Place for Career Potent
Website www.brightmycareer.com
Email: brightmycareer@gmail.com

LEARN THE TECHNIQUES.
BECOME AN ETHICAL HACKER.